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CABINET AGENDA

DATE: CABINET - TUESDAY, 28TH FEBRUARY, 2017

VENUE: COMMITTEE SUITE, KING'S COURT, CHAPEL
STREET, KING'S LYNN

TIME: 5.30 pm

As required by Regulations 5 (4) and (5) of The Local Authorities
(Executive Arrangements) (Meetings and Access to Information)
(England) Regulations 2012 - Items (appendix 2to 16 & 17 ) below will
be considered in private.

Should you wish to make any representations in relation to the meeting
being held in private for the consideration of the above item, you should
contact Democratic Services

1. MINUTES

To approve the Minutes of the Meeting held on 31 January 2017 (previously
circulated).

2, APOLOGIES
To receive apologies for absence.

3. URGENT BUSINESS

To consider any business, which by reason of special circumstances, the
Chairman proposes to accept, under Section 100(b)(4)(b) of the Local
Government Act 1972.

4, DECLARATIONS OF INTEREST

Please indicate if there are any interests which should be declared. A
declaration of an interest should indicate the nature of the interest (if not
already declared on the Register of Interests) and the agenda item to which it



10.

11.

12.

13.

14.

15.

16.

17.

relates. If a disclosable pecuniary interest is declared, the member should
withdraw from the room whilst the matter is discussed.

These declarations apply to all Members present, whether the Member is part
of the meeting, attending to speak as a local Member on an item or simply
observing the meeting from the public seating area.

CHAIRMAN'S CORRESPONDENCE

To receive any Chairman’s correspondence.

MEMBERS PRESENT UNDER STANDING ORDER 34

To note the names of any Councillors who wish to address the meeting under
Standing Order 34.

CALLED IN MATTERS

To report on any Cabinet Decisions called in.

FORWARD DECISIONS (Pages 6 - 8)

A copy of the Forward Decisions List is attached

MATTERS REFERRED TO CABINET FROM OTHER BODIES

To receive any comments and recommendations from other Council bodies
which meet after the dispatch of this agenda.

DATA QUALITY POLICY STATEMENT AND STRATEGY (Pages 9 - 22)

REVIEW OF ANTI FRAUD DOCUMENTS (Pages 23 - 68)

TREASURY _MANAGEMENT _STRATEGY _ STATEMENT, _MINIMUM
REVENUE_PROVISION POLICY & ANNUAL INVETMENT STRATEGY
2017/18 (Pages 69 - 88)

KING'S LYNN - TRANSFER OF LAND FOR PROPOSED SCHOOL (Pages
89 - 94)

COMMUNITY HOUSING FUND (Pages 95 - 101)

KING'S LYNN COASTAL COMMUNITY TEAM (Pages 102 - 113)

KING'S LYNN HERITAGE ACTION ZONE (Pages 114 - 123)

EXCLUSION OF THE PRESS AND PUBLIC

The Cabinet is asked to consider excluding the public from the meeting under



18.

To:

section 100A of the Local Government Act 1972 for consideration of the
Heritage Action Zone Appendix 2 and the following report on the grounds that
they involve the likely disclosure of exempt information as defined by
paragraph 3 of Part 1 of Schedule 12A to the Act, and that the public interest
in maintaining the exemption outweighs the public interest in disclosing the
information.

PRIVATE ITEM
Details of any representations received about why the following reports should
be considered in public will be reported at the meeting.

ELY AREA CAPACITY ENHANCEMENT - FEASIBILITY STUDY (Pages 124

~128)

Members of the Cabinet

Councillors A Beales, R Blunt, N Daubney, | Devereux, A Lawrence, B Long
(Chairman), Mrs K Mellish and Mrs E Nockolds (Vice-Chairman)

For Further information, please contact:

Sam Winter, Democratic Services Manager 01553 616327
Borough Council of King's Lynn & West Norfolk

King’'s Court, Chapel Street

King’s Lynn PE30 1EX



FORWARD DECISIONS LIST

Wwall Epuoil

Enhancement — Feasibility

Study

Development
Chief Executive

Date of Report title Description Key or Decision Maker | Cabinet Member and Lead List of Public or Private
meeting of report Non Key Officer Background Meeting
Decision Papers
28 February | Data Quality Policy Non Cabinet Systems and Economic Public g
2017 Statement and Strategy Development
Exec Dir — D Gates
Review of Anti-Fraud Non Council Leader Public
Documents Asst Exec Dir — L Gore
Treasury Management Key Council Leader Public
Strategy Asst Exec Dir — L Gore
King’'s Lynn Coastal Non Cabinet Systems and Economic Public
Community Team Development
Exec Dir — C Bamfield
King’s Lynn Heritage Action Non Cabinet Corporate Projects and Assets Public report
Zone Exec Dir — C Bamfield Appendix -
Private - Contains
exempt
5 Information under
para 3 —
information
relating to the
business affairs of
any person
(including the
authority)
School site at Lynnsport Key Council Corporate Projects and Assets Public
Exec Dir — C Bamfield
Community Housing Fund Key Cabinet Housing and Community Public
Chief Executive
Ely Area Capacity Non Cabinet Systems and Economic Public




Date of Report title Description Key or Decision Maker | Cabinet Member and Lead List of Public or Private
meeting of report Non Key Officer Background Meeting
Decision Papers
11 April Staff Pay Award 2017/18 Non Cabinet Human Resources and Shared Public
2017 Services
Exec Dir — D Gates
Safeguarding Policy Non Council Human Resources and Shared Public
Services
Exec Dir — D Gates
Lynnsport Phase 3 Key Council Corporate Projects and Assets Public
Exec Dir — C Bamfield
Hunstanton Prosperity Non Cabinet Systems and Economic Public
Coastal Community Team Development
incorporating Notice of Exec Dir — C Bamfield
Motion — Coastal Economy
Members Code of Good Non Council Development Public
Practice for Planning Asst Dir — S Ashworth
Planning Scheme of Non Council Development Public
Delegation Asst Dir- S Ashworth
Electoral Review Key Council Leader Public
Chief Executive
Norfolk Strategic Framework Key Council Development Public
Exec Dir — G Hall
Outer Purfleet Non Cabinet Corporate Projects and Assets Private - Contains
Exec Dir — C Bamfield exempt
Information under
para 3 —
information
relating to the
business affairs of
any person
(including the
authority)
Local Lottery Non Cabinet Culture Heritage and Health Public

Asst Dir — L Gore




2017

Date of Report title Description Key or Decision Maker | Cabinet Member and Lead List of Public or Private
meeting of report Non Key Officer Background Meeting
Decision Papers
23 May 2017 | Riverfront Delivery Plan Key Cabinet Corporate Projects and Assets Public
Exec Dir — C Bamfield
Date of Report title Description Key or Decision Maker | Cabinet Member and Lead List of Public or Private
meeting of report Non Key Officer Background Meeting
Decision Papers
27 June
2017
Waterfront Regeneration — Key Cabinet Corporate Projects and Assets Private - Contains
Preferred Options Exec Dir — C Bamfield exempt
Information under
para 3 —
information
relating to the
0o business affairs of
any person
(including the
authority)
Date of Report title Description Key or Decision Maker | Cabinet Member and Lead List of Public or Private
meeting of report Non Key Officer Background Meeting
Decision Papers
1 August




Agenda Item 10

REPORT TO CABINET

Open Would any decisions proposed :

Any especially | Mandatory

affected (a) Be entirely within cabinet’'s powers to decide YES

Wards (b) Need to be recommendations to Council NO
(c) Be partly for recommendations to Council

N/A and partly within Cabinets powers NO

Lead Member: Clir Nick Daubney Other Cabinet Members consulted:

E-mail: Clir.nick.daubney@west-

norfolk.gov.uk Other Members consulted:

Lead Officer: Debbie Gates Other Officers consulted: Management Team, Policy,
E-mail: Debbie.gates@west-norfolk.gov.uk | Personnel and Performance Manager
Direct Dial: 01553 616605

Financial Policy/Personnel Statutory Equal Impact | Risk Management
Implications Implications Implications Assessment Implications
NO NO YES NO YES

Date of meeting: 28 February 2017
DATA QUALITY POLICY STATEMENT AND STRATEGY

Summary
This report presents to Cabinet an updated ‘Data Quality Policy Statement and
Strategy’ which is for use across the authority.

Data of good quality ensures a solid foundation for decision making processes and
having such a policy / strategy document forms part of the Council’s governance
arrangements.

The document was last reviewed in 2012 and following the change to portfolio areas
during 2016/17 and the adoption of the Corporate Business Plan it is right to review
and refresh it. There has been only one change to the policy statement itself;
this is the addition of an extra piece of legislation that the Council is bound by. For
this reason, the refresh of the Policy Statement will not need to be taken to Full
Council.

Some changes have been made to the strategy to reflect current practice, the
updated Corporate Business Plan and changes to role titles. A ‘tracked changes’
version of the document is attached for ease of reference.

Recommendation
1. It is recommended that the attached Data Quality Policy Statement and
Strategy, dated February 2017 be agreed by Cabinet.

2. It is recommended that delegated authority be given to the Executive Director,
Central and Community Services, in conjunction with the Portfolio Holder for
Systems and Economic Development to agree changes / updates in future
years.

Reason for Decision

To ensure the Council has in place a policy statement and strategy which outlines its
approach, confirms its understanding of the importance of data quality and
demonstrates its commitment to being consistent in its management of data quality
within the organisation and in partnership with others.

9
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Background

The Council has had a Data Quality Strategy in place since 2006.

Data of good quality ensures a solid foundation for decision making
processes and having such a policy / strategy document evidences that
the Council understands the importance of data quality and is
committed to adhering to the 7 principles of data quality.

Having a policy statement and strategy in place forms part of the
Council’s governance arrangements. The document shows that the
Council understands the importance of data quality and is committed
to it.

Scope

The Data Quality Policy Statement and Strategy covers all data and
information within the Council, not just specifically performance data.
The Strategy highlights that whilst ultimate responsibility for data
quality lies with the Executive Director, Central Services and the
Portfolio Holder for Systems and Economic Development, data quality
is in fact the responsibility of every member of staff entering, extracting
or analysing data from any of the Council’s systems.

The Policy Statement

The Policy Statement is a one page statement which was adopted by
Full Council in April 2012. It outlines that the Council understands the
importance of data quality and is committed to being consistent in its
management of data quality within the organisation and in partnership
with others, ensuring that the data produced adheres to the 7 principles
of data quality.

There has been only one change to the policy statement itself; this is
the addition of an extra piece of legislation that the Council is
bound by — the Privacy and Electronic Communications Regulations
2003. For this reason, the refresh of the Policy Statement will not need
to be taken to Full Council.

The Strategy

The Strategy covers aspects of data quality which are already in place,
but reaffirms the requirements and highlights the standards which
underpin good quality data. It also outlines how the Council will ensure
these standards continue.

Reporting accurate information is important for informed decision
making and performance reporting. Good quality data and
presentation is essential since it provides information on which
Councillors, staff and external stakeholders rely.

10
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6.0
6.1

7.0
7.1

8.0
8.1

9.0
9.1

10.0
10.1

11.0

The document will be available to all Councillors and staff on Insite (the
Council’s intranet).

Policy Implications

The Policy is a one page statement within the document which states
the Council’s policy position on the issue. It was adopted by Council in
April 2012. It outlines that the Council understands the importance of
data quality and is committed to being consistent in its management of
data quality within the organisation and in partnership with others,
ensuring that the data produced adheres to the 7 principles of data
quality.

No changes have been made to the actual Policy Statement since its
adoption in April 2012, although one additional piece of legislation has
been added. This makes no material change to the Council’s policy
position.

The document will underpin the Corporate Business Plan and
Performance and Corporate Monitoring reports.

Financial Implications

There are no financial implications, the attached refreshed document is
building on existing good practice in place across the authority.

Staffing Implications

Where applicable, responsibilities around the quality of data are
contained within Job Descriptions.

Statutory Considerations

The Data Quality Policy Statement and Strategy provides assurance
that we are meeting our statutory duty to continuously improve our
services.

Equality Impact Assessments (EIA)

As there is no change to the Council’s policy position, an Equality
Impact Assessment is not required.

Risk Management

The Data Quality Policy Statement and Strategy assists the Council to
manage the risks associated with poor quality data. Having robust
arrangements in place to ensure data is accurate, timely and readily
available, will allow managers and Councillors to make informed
decisions.

Background Papers

2012 Data Quality Strategy (Cabinet in April 2012)
11
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Introduction

| have overall portfolio responsibility for the Council’s performance
management and data quality arrangements. Data of good quality ensures a
solid foundation for decision making processes and as an authority, we place
great emphasis on our data quality arrangements.

This document contains a policy statement, which outlines the Council’s
position on the matter. Information produced by the authority is used
extensively, both for decision making internally and by Central Government,
for example, by DEFRA, the Food Standards Agency and the Department for
Communities and Local Government.

Good quality decision making will help us achieve the actions and work
towards the outcomes outlined in the 2015/16 — 2019/20 Corporate Business
Plan adopted by Council in February 2016.

Clir Nick Daubney
Portfolio Holder, Systems and Economic Development

Background
The Council has had a Data Quality Strategy in place since.

Local Government is required to provide data and information to various
agencies through the ‘Single Data List™".

This Data Quality Policy Statement and Strategy document outlines the
approach adopted by the Borough Council of King's Lynn & West Norfolk to
maintain and improve data quality arrangements.

We aim to ensure that all the data the Council provides and uses is ‘right first
time’. All staff involved in the collection, collation and reporting of any data,
including data relating to performance, have a responsibility to ensure that it
can be relied upon and Service Managers should ensure they have sound
procedures in place and adequate training and guidance is provided for staff.

Data Quality is a cross cutting issue across the organisation. The strategy
within this document sets out the corporate framework for the management
and accountability of data quality and aims to ensure a consistently high
standard of data production and use across the Council’s Directorates.

Debbie Gates
Executive Director, Central & Community Services

For further information, support or guidance, please contact the
Performance & Efficiency Team: Vanessa Dunmall ext 6804; Debbie Ess
ext 6282

Contents

gL oo [F Tt [ o PPN 2
2= ol (| o T e PP 2
1. Data Quality Policy Statement.........ceuoiiii i 4

1 A catalogue of all the datasets that local government must submit to central government in a given
year: https://www.gov.uk/government/publications/single-data-list
http://www.communities.gov.uk/localgovernment/decentralisation/tacklingburdens/singledatalist/
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1.2

1.3

1.4

Data Quality Policy Statement

The Borough Council of King's Lynn & West Norfolk understands the
importance of data quality and is committed to being consistent in its
management of data quality within the organisation and in partnership
with others.

The Borough Council of King’s Lynn & West Norfolk is committed to
ensuring that the data it produces adheres to the 7 principles of data
quality:

Accurate: All data should be accurate for its intended purpose,
represented clearly and in enough detail to enable informed decision
making

Valid: All data should be recorded and used in accordance with relevant
requirements, rules and definitions to ensure consistency across the
board

Reliable: All data should reflect stable and consistent collection
methods

Timely: All data must be available for its intended use within a
reasonable time period, it must be available quickly and frequently
enough to support information needs

Relevant: All data should be relevant to the purpose for which it is used

Complete: All relevant data should be recorded in its entirety, avoiding
gaps in data and duplication of data

Secure: All data should be stored securely and confidentially where
appropriate

It is the responsibility of all staff that input, store, retrieve or otherwise
manage data to ensure that it is of the highest quality and to comply
with the above principles.

The Borough Council of King's Lynn & West Norfolk will comply with all
legislation affecting the creation and processing of data. This includes
but is not limited to:

e The Data Protection Act 1998

e The Freedom of Information Act 2000

e The Human Rights Act 1998

e The Computer Misuse Act 1990

e The Privacy and Electronic Communications Regulations 2003

(i b (D

Clir Nick Daubney Ray Harding

Portfolio Holder, Systems and Chief Executive
15
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Data Quality Strategy

2.1  This strategy sets out standards for ensuring that we improve the
accuracy, validity, reliability, timeliness, relevance, completeness and
security of information we use to manage our services. It outlines the
approach adopted by the Council in order to maintain and improve its
data quality arrangements.

2.2  Good quality data is essential to support decision making and improved
service outcomes. Data that is accurate, timely and readily available
allows managers and Councillors to make informed decisions. Our data
must be fit for purpose and accurate; however we must strike a balance
between the value of good quality, timely information and the cost of
collection.

2.3  Arrangements for data quality form part of corporate performance
management and governance arrangements which focus upon
achieving the Council’s aims and objectives.

2.4  This strategy sets out the importance of the quality of the data that we
use and our approach to improving it across the Council, in order to
help with working towards the outcomes detailed in the Corporate
Business Plan? and across all our services. It also provides guidance
on management arrangements for ensuring we collect quality data.

Scope

3.1  This strategy is intended to cover all data that is entered onto
computerised systems within the Council as well as any paper-based
records. It covers data relating to service users, the delivery of
services, financial management, service management, performance
management, corporate governance and communications. In this
regard, it should be noted that this policy is not restricted to just
performance indicators.

3.2  Service user data is held on a number of information systems owned by
the Council or accessed under Service Level Agreements with partner
organisations. The Council also operates a range of information
systems that support its business processes. This strategy applies to all
staff who use, or supply data that is input to, those systems. It outlines
good practice and identifies the roles and responsibilities of both the
Authority and its staff in terms of data quality.

3.3  As alocal authority, we aim to provide services at appropriate levels of
quality for residents and service users, whilst reducing costs. The
priorities we want to work towards during the period 2015/16 to
2019/20, detailed in our Corporate Business Plan, are

e Provide important local services within our available resources

e Drive local economic and housing growth

o Work with our communicates to ensure they remain clean and
safe

e Celebrate our local heritage and culture

2 See the Corporate Business Plan at https://www.west-
norfolk.gov.uk/info/20163/corporate_performance_and_transparency/450/corporate_business_plan
17 Page 6 of 11
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4.2

4.3

4.4

4.5

4.6

4.7

4.8

4.9

4.10

e Stand up for local interests within our region
e Work with our partners on important services for the Borough

The Data Quality Strategy supports achievement of the Corporate
Business Plan and is a cross cutting issue across the authority.

Responsibilities

The Portfolio Holder for Systems and Economic Development has
overall responsibility for the strategic management of data quality in the
organisation.

The Executive Director, Central & Community Services has overall
responsibility for the operational management of data quality.

The Chief Executive and Executive Directors (individually and/or
collectively) have responsibility for ensuring that their Directorate has
effective data processes in place for dealing with service user data,
monitoring information on performance and for ensuring that operational
responsibilities for data quality have been delegated to individuals.

Service Managers are responsible for contributing to the integration of
performance management into their area and for ensuring the quality of
all data collected and reported within their areas of responsibility.

The Performance & Efficiency Team supports performance
management and data quality overall within the Council. Support is
also provided to Directorates in the creation of data processes that
support monitoring, including advice and guidance regarding the
collection and calculation of data for performance indicators.

Internal Audit provides an independent review of the corporate
approach to data quality arrangements. If data quality issues are
identified through the course of an audit, whether linked to performance
indicator data or not, this will be raised in reports produced.

Managers / Supervisors / Team Leaders ensure that their staff
have access to and are familiar with corporate requirements and
departmental procedures on data quality. General responsibilities
relating to data quality, where appropriate to the role, are outlined in
individual Job Descriptions.

The Corporate Induction process, which is completed by employees at
the commencement of their employment, ensures that new staff are
made aware of data protection and freedom of information
requirements, both of which underpin the quality, use and accuracy of
data.

All staff have a responsibility to ensure that all data collection and input
processes should have an audit trail. Any training and development
issues identified in the course of data entry, reporting or during an audit
(whether internal or external) should be addressed promptly.

All staff will be made aware of the authority’s Whistleblowing policy3.
This will allow individuals who may have concerns about the quality of

3 http://insite.west-
norfolk.gov.uk/corporate_documents/Council%?20Policies/Whistleblowing%?20Policy%20-
%20May%?202014.pdf

18 Page 7 of 11
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5.2

5.3

54

5.5

5.6

data and experience difficulties in resolving them in the normal way, the
opportunity to relay them to an appropriate senior member of staff.

Standards

There are a number of standards that underpin good data quality.
Failure to work to these standards introduces the possibility of
inaccuracies and therefore poor data quality. These standards are
outlined below.

Awareness and responsibilities: Ultimate responsibility for data
quality lies with the Executive Director, Central & Community Services
and the Portfolio Holder for Systems and Economic Development .
However, data quality is the responsibility of every member of staff
entering, extracting or analysing data from any of the Council’s
information systems. Every relevant officer should be aware of their
responsibilities with regard to data quality. The commitment to data
quality will be communicated clearly throughout the Council to
reinforce this message.

Some officers will have overall responsibility for the quality of data on a
particular system but this does not exempt others from the
responsibility to ensure that data is accurate and up to date.

Responsibility for data quality should be reflected in job descriptions
and the Performance Management appraisal process. Managers are
encouraged to ensure that suitable appraisal targets are set and
paragraphs relating to Data Quality are included in job descriptions as
appropriate.

Validity: Data validity is the correctness and reasonableness of data.
All data held on the Council’s data systems must be valid. Wherever
possible, computer systems will be programmed to only accept valid
entries. Examples of this may include data where the number must fall
within a specific range of numbers, or a date format, and controls can
be put in place where only the correct format of information is accepted.

Data should be relevant and appropriate to the purpose for which it is
required. It should be capable of answering the right question.

Completeness: All mandatory data should be completed and up to
date. Use of default data and codes will only be used where
appropriate and not as a substitute for real data. Missing data should
be reported back to the relevant Manager for immediate follow up.

Consistency: Data use should be consistent and there must be
adequate controls over the input of data. This should include formats
(such as names) as well as the data itself. Systems-produced figures or
information is only as good as the data input into that system in the first
place. It is important that clear guidelines and procedures for using
systems exist and that staff are adequately trained to ensure that
information is being entered consistently and correctly. Where
appropriate, and to maintain consistency, data is reused where it is
known to be accurate rather than duplicating processes which increases
the chances of inconsistency.

Coverage: Data is used across all Council operations. Managers are
responsible for ensuring that internal checks are undertaken regularly to
identify missing or incomplete data. These data quality standards will

19 Page 8 of 11
Version 0.1



apply to all data and systems within the Council.
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5.7

5.8

5.9

Accuracy: Data requirements should be designed along the principle
of ‘getting it right first time’, or 100% accuracy 100% of the time, in order
to avoid waste in the form of time and money spent on cleansing data,
interfacing between different information systems, matching and
consolidating data from multiple databases, and maintaining outdated
systems.

Even where there are controls over input of data, to minimise errors a
verification procedure should exist close to the point of data input. The
frequency of checks should be consistent with the complexity of the
data and frequency of data reporting.

The simplest verification system might be a review of recent data
against expectations, or a reconciliation of systems-produced data with
manual input records. Depending on the complexity of the system, it
might be necessary to undertake more thorough verification tasks, such
as:

e data cleansing, for example, to remove duplicate records, to fill in
missing information or to ensure a consistent format;

e sample checks to eliminate reoccurrence of a specific error, for
example, checking one field of data that is pivotal to a Performance
Indicator against documentation, for a sample of cases;

e atestrun of a report output, to check the integrity of the query being
used to extract data; and

e spot checks.

Timeliness: A key requirement is that data should be entered on an
ongoing basis and not stored up to be entered in a block at the end of a
period. This reduces the error rate and the need for complex verification
procedures.

All data should be recorded and input in a timely manner, which will
enable that data to be collected and reported in line with internal and
external deadlines.

Reliability: Data should reflect stable and consistent collection
processes across collection points, whether using manual or computer-
based systems, or a combination.

Managers should be confident that progress against performance
targets reflects real variations rather than changes in data collection
approaches or methods.

Performance data

At a corporate level, the Council monitors a suite of performance
indicators, as well as achievement across the organisation against the
priorities outlined in the authority’s Corporate Business Plan. The
information is reported to Councillors and staff through the Council’s
Intranet, Insite, and also to the Corporate Performance panel on a
regular basis. The data for these performance reports are provided by
departments to the central Performance & Efficiency team.
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6.2

Data for the Performance Indicator report is keyed by data collectors in
individual departments into a database internally devised during 2011,
which is held on the Insite system. The Performance & Efficiency team
provide guidance for the data collectors and controls are in place
between data collectors and the Performance & Efficiency team to
ensure the data is robust.

Monitoring, assurance and review

Data quality will be subject to internal control, monitoring and review in
the following ways:

Data will be checked within departments prior to being reported.

Internal audits will be conducted where areas of high risk to
internal controls have been identified. Recommendations will be
produced, implemented and reported in line with agreed audit
arrangements.

The Corporate Risk Register details major corporate risks which
include items related to data, for example, risks such as loss of
data, access to data during large scale change, etc. The register
is reviewed by Management Team on a half-yearly basis and
changes reported to the Audit Committee.

The Council will act on enquiries made by service users in
relation to the quality of data reported and will undertake
remedial action suggested by external inspectors where
appropriate.
In addition to regular ‘reasonableness’ checks made each quarter
on receipt of performance data, the Performance & Efficiency
team will undertake
o spot checks (made through a risk based approach) on
data provided for the purposes of performance reporting;;
o an annual verification check on the base data used, where
Service Managers will be asked to confirm that the data
submitted is accurate.

Any issues identified relating to data quality will be integrated
with reports on performance and considered by the relevant
Executive Director, who will put in place actions regarding the
improvement of data quality.

This policy statement and strategy will be reviewed every four years in
the year following a new Corporate Strategy / Business Plan or sooner if
deemed appropriate.
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Agenda Item 11

REPORT TO CABINET

Open Would any decisions proposed :
Any especially | Operational Be entirely within Cabinet’'s powers to decide ~ NO
affected Need to be recommendations to Council YES
Wards

Is it a Key Decision NO

Lead Member: Clir Nick Daubney Other Cabinet Members consulted:

E-mail: clir.nick.daub t-norfolk. .uk
clir.nick.daubney@west-norfolk.gov.u Other Members consulted:

Lead Officer: Kate Littlewood
E-mail: kate.litlewood@west-
norfolk.gov.uk

Direct Dial:01553 616252

Other Officers consulted:
Management Team and Legal Services Manager.

Financial Policy/Personnel Statutory Equal Impact Risk Management
Implications Implications Implications Assessment Implications
NO YES YES NO YES

Date of meeting: 28" February 2017

REVIEW OF THE ANTI-FRAUD AND ANTI-CORRUPTION STRATEGY,
WHISTLEBLOWING POLICY AND FRAUD RESPONSE PLAN

Summary

The Anti-Fraud and Anti-Corruption Strategy, Whistleblowing Policy and
Fraud Response Plan were last reviewed comprehensively in 2014. They are
now due for the 3-yearly review and update.

Recommendation
1)That Cabinet recommends that Council agree the proposed Anti-Fraud
and Anti-Corruption Strategy, Fraud Response Plan and Whistleblowing

Policy.

2)

Resources in consultation with the Cabinet Member with responsibility
for Anti Fraud and Corruption to update the documents in the future
following consultation with the Audit Committee.

Reason for Decision
To bring the anti-fraud documents up-to-date to reflect current good practice.

That delegated authority be given to the Assistant Director —

1. Background

1.1 In order to achieve reasonable timing, the Cabinet report has been submitted
before the Audit Committee have met to comment on the revisions. Cabinet
will receive a verbal update of any comments from the Audit Committee.

1.2  The Council needs to remain vigilant in order to safeguard its resources and

to protect its reputation. As a Council, we therefore need to raise awareness,
deter and identify fraud. At the same time, it is essential to provide the means
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1.3

2.2

2.3

2.4

2.5

by which employees, Members and anyone representing the Council, can
raise legitimate concerns when they feel something has been done that is
either illegal or improper.

The Council has always endeavoured to promote a culture of honesty,
integrity and openness. This is reflected in its policies and strategies to deter
and prevent fraud and corruption. Whilst the current documents are effective,
it has been some time since a comprehensive review has taken place. In that
time, some legislation has changed and key roles within the Council have
moved to different personnel.

Main Changes to the Documents

The revised documents are attached, with tracked changes to highlight the
changes made. Since 2014 several changes have taken place, which need to
be reflected in the anti-fraud suite of documents as outlined below.

The work of the Benefits Enquiry Unit (BEU) on fraud relating to Benefits has
transferred to the Single Fraud Investigation Service within the Department for
Work and Pensions (DWP). Capacity for investigating fraud relating to Council
Tax and Business Rates, as well as dealing with the National Fraud Initiative
work, has been retained within the Council in the form of a Fraud
Investigations Officer/ Internal Auditor role. Reference to the investigation of
Benefit fraud has been removed from the documents.

The Deputy Chief Executive has left the Council and his responsibilities in
relation to anti-fraud and whistleblowing have been transferred to the
Assistant Director (s151 Officer).

There has been a change in title for the Executive Director, Central Services
to Executive Director, Central and Community Services.

There has been a change in the title of the Audit Committee from Audit and
Risk Committee.

Policy Implications
The Council’s anti-fraud documents will be up-to-date and fit for purpose for
the future.

Financial Implications

There are no direct financial implications, but indirectly, if the anti-fraud
documents are not effective, there could be repercussions as frauds are not
prevented or detected.

Personnel Implications
The documents must be appropriately linked to the Council’s Disciplinary
Procedures, as any disciplinary hearing must be conducted in a manner that
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10.

is consistent with these procedures. It is essential that any internal
investigation is both consistently carried out and is fair to any employee being
investigated.

Statutory Considerations

The Accounts and Audit Regulations 2011 require the Council to ensure ‘that
the financial management of the body is adequate and effective and that the
body has a sound system of internal control. The anti-fraud documents help
to fulfil this requirement.

The Bribery Act 2010 places a responsibility on an organisation to take all
practicable measures to prevent bribery.

Equality Impact Assessment (EIA)
There are no Equality implications.

Risk Management Implications
Fraud and corruption can result in financial losses to the Council.

A failure to respond appropriately could lead to a claim against the Council in
an Employment Tribunal for unfair dismissal. This could expose the Council to
additional cost, as well as the risk that any fraudster could continue to be
employed by the Council as a result of a flawed investigation. There is also a
risk that such a failure would result in adverse publicity for the Council.

Declarations of Interest / Dispensations Granted
None

Background Papers

Anti-Fraud and Anti-Corruption Strategy May 2014
Whistleblowing Policy May 2014

Fraud Response Plan May 2014
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Borough Council of
King’s Lynn & &
West Norfolk }

ANTI-FRAUD AND ANTI-CORRUPTION
STRATEGY

The Council places great emphasis on ensuring all our business is undertaken in a
| clear and transparent way, and will not tolerate any behaviour which undermines the
good governance

The Council abides by the Seven Principles of Public Life as laid down by the
Committee on Standards in Public Life, namely:

Selflessness
Integrity
Objectivity
Accountability
Openness
Honesty
Leadership

Noog,rwDdE

Both Members and employees are expected to conduct themselves in ways which are
beyond reproach, above suspicion and fully accountable.

All-allegations of fraud will be assessed and investigated as appropriate, and if
proven, the strongest possible sanctions will be sought. This may include disciplinary
action, prosecution, civil proceedings, or a combination of all.

Date of Adoption: 6™ -May-2014XXXXX
Next review: February2017

N
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1. Introduction

This document sets out the Council’s strategy in relation to fraud and corruption relating to
the Council’s business. It has the full support of the Council's Elected Members and the
Corporate Management Team.

Suspected fFraud relating to Heusing-Benefitand-Council Tax Support, and Council Tax and
Business Rates exemptions and discounts are covered by the ‘Benefits and Revenues
Fraud Policy’. Where such fraud is suspected, information should be passed to the Fraud
Investigations Officer Ynit within the Audit and Fraud Team either by completing the Fraud
Referral form on the website http://www.west-norfolk.gov.uk/default.aspx?page=21676 or by
using the fraud hotline 0800 281 879. All referrals received will be assessed and investigated
as appropriate.

Suspected fraud relating to Housing Benefit should be reported to the Department of Work
and Pensions (DWP) on 0800 854 440 or by completing the DWP referral form on the
website as given above.

However the overall stance remains the same:

The Council is committed to the elimination of fraud, corruption and theft, and to the
promotion of high standards of conduct.

To deliver the Council's Corporate Strategy we need to maximise the financial and other
resources available to us. In order to do this we must reduce fraud and misappropriation to
an absolute minimum. The Council recognises its responsibility to protect public funds and
we will therefore endeavour to implement secure systems and high standards of conduct.

We will take the strongest possible action against those who seek to defraud the Council.
This includes Members, Officers, contractors, partners and any other external bodies who
work on behalf of the Council.
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2. What is Fraud?

‘The intentional distortion of financial statements or other records by persons internal or
external to the organisation, which is carried out to conceal the misappropriation of asset or
otherwise for gain.” (CIPFA)

The Fraud Act 2006 created a general offence of fraud and introduced three possible ways
of committing it:

1. Fraud by false representation.
A person is in breach of this section if this is done dishonestly and there is intent, by
making the representation, to make a gain for themselves or another, or to cause or
expose the risk of loss to another. For example, claiming expenses that have not
been incurred in accordance with the Council’s policies.

2. Failing to disclose information.
A person is in breach of this section if they dishonestly fail to disclose information
which they are under a duty to disclose and intends to make a gain personally or for
someone else or to cause or expose the risk of loss to another. For example, failing
to disclose a personal interest when awarding contracts.

3. Abuse of position.
A person is in breach of this section if they occupy a position in which they are
expected to safeguard, or not act against, the financial interests of another person,
and dishonestly abuses that position with the intention of making a gain for
themselves or another, or to cause or expose the risk of loss to another. For
example, allowing family or friends to use Council assets free of charge.

In each case the deception does not have to be successful. It is sufficient that the person
knowingly and dishonestly attempted the deception.

A person found guilty of fraud may be liable to imprisonment of up to 10 years or a fine up to
£5,000, or both.

3. What is Corruption?

‘Corruption is the offering, giving, soliciting or acceptance of an inducement or reward that
may influence the actions taken by the Council, its Members or employees.’ (CIPFA)

The Bribery Act 2010 introduced four offences:

1. The offence of bribing another person.
This can occur where a person offers, promises or gives a financial or other

advantage to another individual to perform improperly a relevant function or activity,
or to reward a person for the improper performance of such a function or activity. It is
not an issue whether the person given the bribe is the same person who will perform
the function or activity concerned.
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2. The offence of being bribed.

This is where a person receives or accepts a financial or other advantage to perform
a function or activity improperly. It does not matter whether the recipient of the bribe
receives it directly or through a third party, or whether it is for the recipient’s ultimate
benefit or not.

Bribery of a foreign public official.
This is where a person directly or through a third party offers, promises or gives any

financial or other advantage to a foreign public official in an attempt to influence them
as a public servant and to obtain or retain business, or any other related advantage in
the conduct of business.

. A corporate offence of failure to prevent bribery. A commercial organisation could

be guilty of bribery where a person associated with the organisation, such as an
employee, agent or even sub-contractor, bribes another person intending to obtain or
retain business for the organisation or to obtain or retain an advantage in the conduct
of business for the organisation.

A person found guilty under 1-3 may be liable to imprisonment of up to 10 years or unlimited
fines, or both.

4. What is Theft?

A person is guilty of theft under the Theft Act 1968 if:

1.

2.

They dishonestly appropriate property belonging to another with the intent of
permanently depriving the other of it. This applies to theft of personal property on
Council premises as well as theft of Council assets.

or

They dishonestly retain a wrongful credit. For example they do not report and repay
an overpayment of salary or expenses.

For the purpose of this document, the use of the word ‘fraud’ will be deemed to include
‘corruption’, ‘bribery’ and ‘theft’.
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5. The Council’s Approach

The corporate framework (Appendix 1), which underpins the operation of the Council, has a
number of facets that exist to protect the Council against fraud and corruption. The Anti-
Fraud and Anti-Corruption Strategy underpins this framework.

This strategy defines the approach to managing the risk of fraud across the organisation and
ensures best practice is embedded across all services, projects and partnerships. The
Council will fulfil its responsibility to reduce fraud and protect its resources by focussing on
the following areas:

Anti-fraud culture
Deterrence
Prevention
Detection
Investigation
Sanction
Redress

Nooak~whpRE

Each of these themes will be discussed below to demonstrate how they contribute to the
strategy and how they work in practice.

6. Anti-fraud Culture

The Council must have a strong and recognised anti-fraud culture, where the leadership,
both elected and employed, uphold the highest standards of conduct. Both Members and
employees are expected to conduct themselves in ways which are beyond reproach, above
suspicion and fully accountable. As such Members are bound by the Members’ Code of
Conduct and employees are directed by the ‘Official Officer Code of Conduct’ contained in
the Employee Handbook. In addition to this there is a special onus upon the Corporate
Management Team and Cabinet to lead by example.

Roles and responsibilities in respect of fraud prevention and detection are shown in
Appendix 2.

This Strategy will be available to all Members, employees, contractors and partners and will
be supported by other relevant policies and guidance such as the Disciplinary Procedure
and the Whistleblowing Policy.

7. Deterrence

The Council will seek the most appropriate sanction and redress against all those who
commit fraud against the Council. Where appropriate we will publicise details of criminal
convictions and provide statistical information in relation to disciplinary action to deter others
who may consider committing such offences themselves.
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All managers have a responsibility for ensuring that control measures are in place to
minimise the risk of fraud and ensure all staff are aware of these procedures. Where
effective controls are in place there is less opportunity to commit fraud, which in turn may
acts as a deterrent.

8. Prevention
There are a number of key processes that can assist in the prevention of fraud, including:

Internal Control Systems

Employee recruitment and conduct

Joint working to prevent and combat fraud
The work of the Audit and-Risk-Committee

PwnNpE

8.1 Internal Control Systems

Internal controls are in place to prevent fraud. It is the responsibility of all managers to
establish and maintain systems of internal control and to assure themselves that those
controls are properly applied as intended. This includes responsibility for the prevention and
detection of fraud.

The Council implements strong systems of verification of all claims for all types of financial
assistance. All data available will be used to corroborate information given by applicants for
the purpose of prevention and detection of fraud. Grants and assistance given to external
organisations will be monitored to ensure applications are genuine.

The Council also expects partners and contractors to have adequate controls and
Whistleblowing procedures in place to minimise fraud and this will be written in to all contract
terms and agreements.

The Audit and Fraud Team will ensure that an adequate and effective internal audit is
undertaken of the Council’'s systems and processes, and will investigate allegations of fraud
and corruption. Any system weaknesses that are identified as part of these investigations will
be reported to the relevant manager and action plan agreed to remedy the issue. The Audit
and-Risk-Committee will receive regular reports from the Audit Manager on the results of
internal audits and any investigations, including follow-up on the implementation of agreed
actions.

8.2 Employment recruitment and conduct

Recruitment procedures require that all applicants will provide evidence of any qualifications
claimed and all references will be taken up. The right to work in this country will also need to
be demonstrated where necessary.

All employees must abide by the Council’s rules as contained in relevant policies and
procedures. This expectation forms part of the employee’s contract of employment.
Employees are also expected to follow any additional Codes of Conduct of a professional
body to which they are registered.
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8.3 Joint working to prevent and detect fraud

The Council participates in data-matching exercise such as the National Fraud Initiative
(NFI) and makes full use of its statutory powers to obtain information using bodies such as
the National Anti-Fraud Network (NAFN) to identify possible instances of fraud.

8.4 Audit and-Risk-Committee

The Terms of Reference for the Audit and—Risk—Committee require it to ‘consider the
effectiveness of the Council’s risk management arrangements, the control environment and
associated anti-fraud and anti-corruption arrangements’. As such the Committee receives
regular reports from the Audit Manager and-the-lnvestigations-Manageron work carried out,
and considers the adequacy of the Council’s polices relating to the prevention and detection
andof fraud and corruption.

9. Detection

Whilst it is possible to reduce the potential for fraud within the Council, it is important to
acknowledge that it is not possible to eradicate it. Therefore it is essential thate Members
and employees are aware of what to do should they detect or genuinely suspect a fraud has
or is taking place. The Fraud Response Plan provides guidance on what to do and who
to report the matter to.

Alternatively the Whistleblowing Policy enables employees to report cases of fraud and
receive protection afforded by the Public Interest Disclosure Act 1998.

10. Investigation

All-allegations of fraud will be assessed by the Audit Manager and-trvestigations-Manager
together-with the relevant Executive Director, Chief-Financial-Officeras-Assistant Director

(s151 Officer) and Executive Director, Central and Community Services. The appropriate
course of action will be agreed and if necessary an investigations team will be created
depending on the circumstances in which the fraud has taken place. This may include staff
from technical areas to provide specific insight into any relevant issues.

Allegations of fraud against Members which results in a complaint of misconduct under the
Members’ Code of Conduct will be dealt with in accordance with the Standards Committee’s
Local Assessment arrangements, established under the Standards Committee (England)
Regulations 2008.

11. Sanction

The strongest available sanctions will be pursued against all who commit fraud against the
Council. This may include disciplinary action, prosecution, civil proceedings or a combination
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of all. The decision to recommend any or all of these sanctions will be made on a case by
case basis, having regard to the nature and extent of the fraud and evidence available.

At the conclusion of the investigation a report will be written, concluding on whether there is
a case to answer. The final decision on the course of action to be taken will be made by the
Executive Director concerned. Any decision to refer the matter to the police will be taken
jointly by the ChiefFinancial-Officer—asas Assistant Director (s151 Officer), Executive
Director Central and Community Services and the relevant Executive Director of the service
affected.

12. Redress

In cases of proven fraud, the Council will seek to recover any monies and will use all means
available to recover these amounts. This can include freezing assets, Compensation Orders,
Confiscation Orders, Civil Litigation and general debt recovery according to the
circumstances of the fraud.

Where a criminal conviction has been secured, the Council will seek a Compensation Order
through the Courts and also consider using the Proceeds of Crime Act 2002 to recover
losses.

13. Strategy Review

This strategy will be formally reviewed every 3 years to ensure it remains relevant and fit-for-
purpose. However if there are any relevant changes in legislation or circumstances in
between formal reviews, the strategy will be amended as necessary to reflect these. Where
these changes are administrative in nature, and do not substantially change the nature of the
strategy, the ChiefFinancial-Officerasas Assistant Director (s151 Officer) will approve them
and inform the Audit anrd-Risk-Committee. Substantial changes which change the nature of
the strategy will be reported to Cabinet.

Next formal review date — February 2017 XXXXXX.
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APPENDIX 1 - THE CORPORATE FRAMEWORK

e The Constitution (including Financial Regulations, Contract Standing Orders and the
Scheme of Delegation)

e An established Audit and-Risk-Committee

¢ An established Standards Committee and an adopted Code of Conduct for Members.

e Members formally signing a declaration accepting the terms of the Code of Conduct

o Employee rules of conduct contained within the relevant policies and procedures,
including ‘OfficialOfficer Code of Conduct’ in the Employee Handbook.

e Employees’ Conditions of Service

e An Officer appointed under Section 151 of the Local Government Act 1972, with
statutory responsibility for the oversight of all financial affairs

e An Officer, appointed as Monitoring Officer under Section 5 of the Local Government
and Housing Act 1989, with statutory responsibility for monitoring the legality of the
Council’'s affairs

o Register of Interests, and Gifts and Hospitality procedures for Members and
employees

o Effective employee vetting procedures (recruitment and Disclosure and Barring
Service (DBS) checks where appropriate)

e A Corporate Induction programme for all employees which includes expected
standards of probity

o Effective disciplinary procedures

e An Internal Audit function with responsibility for assessing and testing the Council’s
control environment, including a Fraud Investigations Officer

o A Whistle-blowing policy

e An Anti-Fraud and Anti-Corruption Strategy

o A Fraud Response Plan

e A Complaints Procedure available to the public

e Public inspection of accounts and questions to the External Auditor

e An External Audit function

o Participation in national anti-fraud initiatives

e The promotion of awareness of anti-fraud measures, reinforced by publicity

e Proactive ICT security measures.
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APPENDIX 2 — ROLES AND RESPONSIBILITIES

The table below lists specific roles and responsibilities in respect of the prevention and

detection of fraud.

However it must be emphasised that all Members and employees have a role to play
in preventing and detecting fraud. The Fraud Response Plan provides guidance on what
to do if evidence of a fraud is found or if a fraud is suspected.

Role

Responsibility

All Councillors

Uphold the highest standards of conduct and conduct
themselves in ways that are beyond reproach.
Demonstrate a commitment to this Strategy and ensure it
has the appropriate profile within the Council.

Facilitate an Anti-Fraud and Anti-Corruption culture.

All Employees e Uphold the highest standards of conduct and conduct
themselves in ways that are beyond reproach.
e Understand and comply with the Council’'s Anti-Fraud and
Anti-Corruption Strategy.
e Understand their responsibility to report suspected fraud or
corruption and how to do it.
e Understand the need to declare any interests that may
conflict with their work for the Council.
Cabinet e To approve the Anti-Fraud and Anti-Corruption Strategy

Ensure the Strategy is effectively implemented across the
Council.

Audit and-Risk
Committee

To monitor and review the effectiveness of the Council’s risk
management arrangements, internal controls and related
counter fraud arrangements.

Chief Executive

Ensure that there is strong political and executive support for
work to counter fraud and corruption.

Ensure  consistency across Directorates in  the
implementation of this Strategy.

g I . I I i . g .

Monitoring Officer

To report on matters she believes are, or are likely to be,
illegal or amount to maladministration.

To be responsible for matters relating to the conduct of
Councillors and employees.

To be responsible for the operation of the Council’s
Constitution.

Assistant Director
(Seetion-151 Officer)

Lfevmenthy the Chist
. jal Officer’

Executive Director with specific responsibility for the

investigation and detection of fraud.
To ensure the Anti-Fraud and Anti-Corruption Strategy is

reviewed and maintained at appropriate intervals.

Ensure that those working to counter fraud and corruption
are undertaking the work in accordance with a clear ethical
framework and standards of personal conduct.

Ensure that those working to counter fraud and corruption
are professionally trained and accredited for their role and
attend regular refresher courses to ensure they are up to
date with new developments and legislation.

Ensure that there is a level of financial investment in counter
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APPENDIX 2 — ROLES AND RESPONSIBILITIES

fraud and corruption work that is proportionate to the risk
identified.

Ensure that reports on investigations include a section on
identified internal control weaknesses that enabled the fraud
to take place and action to be taken to correct the weakness
where appropriate.

Executive Director,
Central and

Community Services

Ensure there are effective recruitment procedures in place,
implemented by appropriately trained officers.

Ensure employment policies support the Anti-Fraud and
Anti-Corruption Strategy.

Ensure effective and appropriate sanctions are applied in all
relevant cases.

Executive Directors

Ensure the risks of fraud and corruption are identified and
procedures implemented to reduce the risk to an acceptable
level.

Ensure the Anti-Fraud and Anti-Corruption Strategy is
implemented within their Directorate.

Ensure the risk of fraud and corruption is considered in all
new processes and appropriate procedures implemented.
Determine the appropriateness of gifts and hospitality
offered to employees within their Directorate.

Managers

Ensure all their employees are aware of their responsibilities
under the Anti-Fraud and Anti-Corruption Strategy.

Ensure all their employees are aware of all relevant policies
and procedures relating to official conduct of Council
business.

Ensure all their employees are aware of, and understand,
the Whistleblowing Policy and arrangements, and the
process for reporting fraud.

Ensure accurate and timely reporting of gifts and hospitality.

Audit and Fraud
Team

Support Executive Directors and Managers in identifying and
mitigating risks for fraud and corruption.

Undertake a planned programme of internal audits to
examine the system of internal controls and agree actions to
correct any identified weaknesses.

Undertake data matching exercises with national bodies and
investigate results for potential frauds.

Provide specialist skills in investigating allegations of fraud,
especially where it may result in a prosecution.

Democratic Services
Manager

Ensure Members are aware of their obligations in respect of
the Anti-Fraud and Anti-Corruption Strategy.

Ensure me